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Access Grid Compatibility


The inSORS Guide to Access Grid compatibility is intended for node operators that interoperate with Access Grid systems. 


InSORS maintains compatibility with the accepted standards of the Access Grid project. These standards include:

· Transmission and reception of multiple video streams utilizing the H.261 video codec.

· Transmission and reception of audio streams from multiple sources.

· Ability to communicate over Multicast networks.

· Ability to encrypt the network traffic.

Additional functions are available to inSORS users, which can benefit Access Grid systems:

· IGPix shares PowerPoints and desktop images via an HTTP address, accessible to anyone with a web browser

· IGDialer can bring in H.323 users and telephone users to the conference when the inSORS user connects to an inSORS UCS with these features enabled.

· IGRecorder can archive inSORS and Access Grid video/audio traffic to the server for later playback and review.

InSORS also has a channels feature to allow an inSORS user on a low-bandwidth network connection to receive limited content on demand from a larger meeting, including Access Grid video content.

InSORS has a number of proprietary features, which are not compatible with Access Grid systems.

· IGMeeting - Meeting scheduler and presence application

· IGWhiteboard – Shared whiteboard application

· IGFile – Simple file-sharing application

· IGChat – Text-based back channel communications

· IGWeb – Simple web page sharing

· H.264 Video codecs for higher quality video over lower bandwidth connections

Review the inSORS IGHelp documentation for more information on inSORS applications.

InSORS does not have compatibility with AG shared tools at this time. However, inSORS tools may be run in an Access Grid session. The reverse is also true; Access Grid tools may be run in an inSORS session.

InSORS does not provide support for Access Grid applications, and cannot guarantee compatibility with Access Grid systems. Multicast network troubleshooting is not included as part of standard support offerings, but is available as an additional service.

Understanding the difference between Multicast and Unicast is important when attempting to communicate with Access Grid systems. 
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The diagram above depicts Multicast systems on the left, Unicast systems on the right, and a bridge (or inSORS UCS) in the middle.

Multicast

Multicast systems pass traffic to each other through routers on the network. This method of transmission can be very efficient. Frequent communication with Access Grid sites will likely require the use of Multicast. 

Multicast is similar to pay-per-view television; a site subscribes to a Multicast group address, and receives whatever traffic happens to be on it. If you have multiple sites on your local network subscribing to the same Multicast group, you are receiving all the remote content at the router only once; this is a significant bandwidth savings. 

However, you cannot limit the amount of traffic you receive from the group; if you cannot handle the sum total of the content for network or hardware reasons, you will not be able to reduce the traffic locally. Other sites would have to reduce or eliminate their transmissions in order for you to reduce your reception.

A router needs to be configured properly and connected to a Multicast backbone (or Mbone) in order to pass Multicast traffic from your local network to remote networks. If Multicast configuration issues exist between you and one or more remote sites you are trying to communicate with, it is possible that some or all traffic could fail to reach its destination. For instance, you may find yourself able to hear and see a Multicasting site, but they may not receive any of your traffic in return.

Multicast also requires a large number of firewall exceptions or placing the system on an unsecured network in order to accommodate the range of possible conferences. 

The Multicast Beacon tool (http://beacon.dast.nlanr.net/) and Internet2 detective (http://detective.internet2.edu/) are useful tools in helping to troubleshoot the causes of Multicast problems. These tools are freely available, but are not supported by inSORS communications.

InSORS does not provide Multicast network troubleshooting in the scope of its standard support. It is available as a premium service offering by request. Please contact your inSORS account representative for details.

Unicast 

Unicast is a network transmission method between two endpoints. In order to communicate with an additional endpoint, an additional Unicast session must be initiated. Unicast is not as efficient as Multicast in terms of bandwidth usage, but it allows for a high degree of content control.

Unicast is used on standard Internet connections, and is universally available. InSORS clients utilize unicast in communications with the UCS (unified collaboration server).

UCS (Bridge)

There are many functions that a UCS provides to a conference. In regards to communications with Access Grid users, the UCS can connect unicast users to multicast users. InSORS unicast users are able to maintain network security with inSORS firewall traversal technology, and low bandwidth endpoints are able to reduce the amount of traffic received by disabling unused streams and utilizing inSORS audio compositing. An inSORS user connecting to a UCS may also include H.323 and telephone endpoints in the conference using IGDialer.

Certain inSORS UCS will permit incoming AG connections as well. If you require this functionality, please contact your inSORS account representative.

InSORS has 3 methods for joining an existing Access Grid meeting; AG2IG and Manual Bridge/Multicast. Both are accessed using your web browser. 

Virtual Rooms

Access Grid users connect via “virtual rooms”. While previously static groups of network address space, AG2 changed to a dynamic addressing scheme which is incompatible with inSORS. However, certain rooms exist which retain static addressing and can be added to your favorite rooms or accessed via an inSORS web venue page. The rooms that support static addressing are:

· Rooms prefaced by “NCSA”

· The original Access Grid rooms established by ANL, including:

· ANL Test

· Big Horn

· Bridgeport

· Educational/Research Lobby

· Full Sail

· Jack Frost

· Lucky Labrador

· Secure

· Windmer

AG2IG

AG2IG (http://ag2ig.insors.net) allows you to navigate AG venue structures and enter virtual rooms. You will be prompted for a password to access the AG2IG page:

Username: ag2ig

Password: insors
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Using AG2IG requires a functioning Multicast connection.
You can click on links to access specific venue servers and navigate to the rooms contained in them. In order to enter a room, an AG user must already be present in the room. If no AG user exists in the room, a message will appear noting that no AG users are present. If an AG user is present, a button will be available to enter the room.

You should note that when you join a venue, the address bar contains this string:

http://ag2ig.insors.net/ag2ig.cgi?cven=https://serveraddress:8000/Venues/….

If an AG user supplies you with the “https” address for the meeting, you can copy and paste it into the section after the = sign. AG2IG will immediately take you to the appropriate room entry page.

Manual Bridge / Multicast

If an Access Grid user can supply you with the IP addresses and ports used for the conference, you can utilize the Manual Bridge interface to join the meeting. 

Manual Bridge is available on the web interface of your UCS. For instance, if you are using the inSORS Central UCS, you would go to:

http://igmeeting.insors.net/venue
You will be prompted for your UCS username and password. Once entered, you will see a web page like this:
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The Manual Bridge button on the right side brings you to a page where you can plug in IP and port values to connect to a conference. 

Please note, inSORS firewall traversal only works when connecting through an inSORS UCS; if you need to make a manual connection, you might need to request a firewall exception request from your network administrator.

Access Grid users require virtual rooms to have conferences, and cannot connect to scheduled or instant meetings generated by the inSORS IGMeeting application. 

Many Access Grid users rely on the NCSA AGScheduler ( located at http://agschedule.ncsa.uiuc.edu/) to track the use of virtual rooms. When you are invited to an Access Grid meeting, you might receive a link to an AG Scheduler calendar entry. 

An inSORS user can schedule meetings using the AG Scheduler as well. Using the AG Scheduler requires:

· registration with AG Central (http://agcentral.org/join_form)

· AG Scheduler’s add site request once you are registered with AG Central (http://agschedule.ncsa.uiuc.edu/addSiteReq.asp) 

· AG Scheduler user registration (http://agschedule.ncsa.uiuc.edu/register_user.asp)

Connecting Access Grid users to an inSORS UCS

Normally, an Access Grid user need only know the name of the virtual room you are in to connect to you, provided that Multicast is functioning properly.

Some inSORS servers (such as the Internet2 server) have the ability to let an Access Grid user join in Unicast mode (in case a Multicast problem exists). You will need to supply the Access Grid user with the following information:

· Server IP address

· Video port

· Audio port

· Encryption key (if any)

You can obtain the IP and port information by selecting your IGClient panel and pressing the keystroke CTRL + ALT + V. If you are connected in Unicast/Bridged mode, you will see the bridge IP and ports. If you are connected in Multicast mode, you will see the Multicast group IPs and ports.

The encryption key is set when entering the room. Not all rooms have encryption support enabled. 

As the Access Grid Community uses different data tools, some adjustments must be made to receive content from them. 

Sharing PowerPoint slides and other data

InSORS users may use IGPix to send PowerPoint slides to Access Grid users. Simply supply them with the IGPix Viewing URL, username and password as shown in the IGPix setup options. If no encryption is being used for your meeting, no password is applied to your presentation.

IGPix will also share any application you put on your desktop in the same manner. 

To view slides and other data presented by an Access Grid user, you must do one of the following methods:

· Obtain a copy of the files to be opened locally

· Ask the Access Grid user to aim a camera at the content for you to view them in a video window

· Install and operate a compatible version of Access Grid software (please note, not all Access Grid software is backwards compatible) and run shared presentation or shared application.

· Use of a different delivery method, as recommended by the Access Grid user.

Back Channel communications

IGChat is not available to non-inSORS users. Access Grid users are presently using a platform called Jabber for text communications. Information on installing and using Jabber can be found here:

http://www-unix.mcs.anl.gov/fl/research/accessgrid/software/jabber.html
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